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# **A Study of Effectiveness of Historic and Modern Encryption Methods**

## **Table of Contents**

## **Glossary - 5**

## **Glossary**

AES – Advanced Encryption Standard, the internets “default” encryption algorithm

Asymmetric – Two separate keys are used, on for encryption and one for decryption

Ciphertext – The result of encrypting the plaintext with an algorithm

DES – Data Encryption Standard, an outdated algorithm, widely replaced by AES

Encryption Ratio – The difference in size between the plaintext and the ciphertext

Plaintext – The message, or data, to be encrypted

Public-Key – A version of asymmetric key systems where one key is broadcast at the start of communication, and one is kept private

RSA – Rivest-Shamir-Adleman, a public-key modern encryption algorithm

Symmetric – The same key is used to encrypt and decrypt

Triple DES – A variant of DES where 2 or 3 keys are used in a sequence of subsequent encryptions and decryptions

## **Abstract**

This report focuses on a gap I found in research based on what encryption algorithm is most suited for a particular task, encrypting text or images. Therefore, I have designed my own version of 10 different encryption algorithms; 5 historic and 5 modern and tested them against the two tasks. I have implemented them using Python 3.12 and included a basic GUI for users to recreate my results and test their own theories. By the end of this report, I will have a detailed report on the performance of these separate algorithms for each separate task, scored on a scale I have come up with, including but not limited to Encryption Speed, Decryption Speed and Encryption Ratio. Needs Addition
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## **Introduction**

### **Background**

Very frequently, when I am creating something that requires security, I have wondered what particular algorithm would be best for the use case I require, be it encrypting text to send over a network connection, or simply encrypting a file to store. This is why I have decided to complete this study, as a means to be a easy access for others who require the same information.

### **Aim**

This study will aim to judge how effective different encryption methods are for different purposes. I will be testing 10 separate algorithms on both text and image encryption. These will be 5 historic algorithms and 5 modern algorithms as detailed below. For the image encryption, instead of modifying the algorithms themselves, I will be converting the binary data stored inside the PNG files into text based on a fixed alphabet that I have created, similar to the base64 alphabet but with the + and / symbols replaced.

### **Objectives**

My objectives are as follows:

* To develop a scoring system to judge effectiveness of algorithms
* To research and develop 10 separate encryption algorithms
* To develop software for testing the encryption methods using Python’s inbuilt tkinter module
* To use this to score the algorithms on both image and text encryption
* To bring this data together into an easy-to-read format for other developers to use

### **Product Overview**

My end product is this report that will bring together all the data I have collected together for other developers to use when they need it. The final algorithms I have chosen will be: Caesar Shift, Substitution Cipher, Vigenère Cipher, Rail-Fence Cipher, Enigma, RSA, DES, Triple DES, Blowfish and AES. The scoring system will be based on encryption and decryption speeds, key size, encryption ratio and key generation time. I will also include an additional analysis of each algorithm based on security and how easy it is to crack.

## **Background Review**

I found a pre-existing study around this idea *(Panda, 2016, pp.278-284)* that

evaluates various algorithms using Encryption time, Decryption Time and

Throughput. This differs to mine as I intend to not only use audio encryption, but I will

also be judging the algorithms differently. They have a good range of modern

encryption algorithms, though no historic ones and the data they gathered is very

clear and easy to read. I can use this data to double check my code in my testing

stage using the same inputs they did.

Another paper I found *(Yadav and Majare, 2016, pp. 70-73)* evaluates them very differently (Throughput, Key Size, Encryptionand Decryption Speed and Time, Encryption Ratio and Level of Security Issues)however they do not encrypt images or audio. I believe this is a much more robustway of judging algorithms than just purely speed and I will use this as a basis forhow I judge my algorithms. A very recent paper I found *(Paradesi Priyanka et al.,*

*2022, pp.295-300)* does things differently. Rather than scoring them they have

compared them using the standard speed, security and power consumption most of

the others use, however they also compare the against each other with their age,

algorithm type (symmetric/asymmetric) and inherent vulnerabilities (brute-force, side-

channel attack and oracle attack). I like this approach as you can truly tell an

algorithm’s strength and security with age. An older paper *(Singh, G. and Supriya,*

*2013)* has a similar approach to this however they include Triple DES as well as

DES, AES and RSA. Interestingly they found that AES was more secure than DES

as well as 3DES with both *(Paradesi Priyanka et al., 2022, pp.295-300)* and *(Singh,*

*G. and Supriya, 2013)* ranking RSA as the least secure. I will be interested to see

how my research will differ. Another approach by (Padmavathi, B. and Ranjitha

Kumari, S., 2013) is to rank AES, DES and RSA based purely on time and buffer

size. I do not believe this is enough criteria to accurately rank each algorithm against

each other. Papers *(Paradesi Priyanka et al., 2022, pp.295-300)* through to

*(Padmavathi, B. and Ranjitha Kumari, S., 2013)* only test algorithms on text or binary

files, albeit of various sizes. There is very limited data on audio encryption however I

was able to find a paper *(Rizvi, S.A.M, Hussain, S.Z. and Wadhwa, N., 2011, pp.76-*

*79)* that tests both AES and TwoFish against various factors using text, image and

audio files. This is a very in-depth study of these 2 algorithms and the data shows

that TwoFish is almost equal to AES in everything except audio encryption where it

surpasses it. This is probably due to the fact that AES was almost TwoFish *(Schneier.com, 2019)* where it was only beaten by what was previously known as “Rijndael Block Cipher Family” referring to a selection of ciphers which are now know as AES-128, AES-192, AES-256. *(Dworkin, 2023)*.

## **Methodology**

### **Approach**

To develop my project, I will be using an modified agile model, using weekly progress updates and designed each individual part of the software slowly, testing as I go, ensuring it works as intended. For requirement gathering, I used a brainstorming method where I write down functional and non-functional requirements and develop on those ideas. As I test my software whilst developing, I will update a mirror document of the brainstorming with progress updates and completion dates.

### **Technology**

I will not require much technology for this project, just access to python for the coding, GitHub for version management and Microsoft Word/Google Docs for documentation.

### **Version Management Plan**

For version management, I will be using a GitHub repository that I will be making regular commits to. This can be found at: <https://github.com/ryanbutbored/ComputingProject>

## **Results**

fssfegsgfg
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